
1

Il est important d’apprendre à

ne pas tomber dans les pièges

des cyberpirates.

2
Il faut toujours utiliser un mot

de passe robuste.
*****

3
L’hameçonnage, ne pas se faire

attraper comme un poisson.

4
Les maliciels, apprenez ce

qu’ils sont et ce qu’ils font.

5
Protégeons notre vie privée ;

ne soyons pas un livre ouvert.

6

Les réseaux sociaux ; il vaut

mieux réfléchir pour se

protéger.

7

L’ingénierie sociale est un autre

type de piège de la

cybersécurité.

8

L’internet des objets (Ido), il est

important de connaitre les

risques.

9

L’intelligence artificielle (IA), il

faut faire attention aux

hallucinations.

10

Les villes intelligentes peuvent

offrir des avantages, mais

également des risques.

11
Il y a beaucoup de métiers à

découvrir en cybersécurité.

SOYEZ CYBER-CHOUETTE!SOYEZ CYBER-CHOUETTE!
12 conseils à retenir pour devenir cyber-chouette en cybersécurité

12

Avec la cybersécurité, il faut

toujours demeurer vigilant et

continuer à apprendre.


